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policies of both countries. This exchange is 
funded by the U.S. Department of State’s Bu-
reau of Educational and Cultural Affairs. 

The U.S. delegation should consist of expe-
rienced and accomplished Hill staff who can 
contribute to the success of the exchange on 
both sides of the Atlantic. The Bundestag re-
ciprocates by sending senior staff profes-
sionals to the United States. 

Applicants should have a demonstrable in-
terest in events in Europe. Applicants need 
not be working in the field of foreign affairs, al-
though such a background can be helpful. The 
composite U.S. delegation should exhibit a 
range of expertise in issues of mutual concern 
to the United States and Germany such as, 
but not limited to, trade, security, the environ-
ment, economic development, health care, 
and other social policy issues. This year’s del-
egation should be familiar with transatlantic re-
lations within the context of recent world 
events. 

In addition, U.S. participants are expected to 
help plan and implement the program for the 
Bundestag/Bundesrat staff members when 
they visit the United States. Participants are 
expected to assist in planning topical meetings 
in Washington, and are encouraged to host 
one or two staffers in their Member’s district in 
July, or to arrange for such a visit to another 
Member’s district. 

Participants are selected by a committee 
composed of personnel from the Bureau of 
Educational and Cultural Affairs of the Depart-
ment of State and past participants of the ex-
change. 

Members of the House and Senate who 
would like a member of their staff to apply for 
participation in this year’s program should di-
rect them to submit a resume and cover letter 
in which they state their qualifications, the 
contributions they can make to a successful 
program and some assurances of their ability 
to participate during the time stated. 

Applications may be sent to the Office of 
Interparliamentary Affairs, HB–28, the Capitol, 
by 5 p.m. on Wednesday, February 21, 2007. 
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RECOGNIZING AUSTIN ABARR FOR 
ACHIEVING THE RANK OF EAGLE 
SCOUT 

HON. SAM GRAVES 
OF MISSOURI 

IN THE HOUSE OF REPRESENTATIVES 

Wednesday, January 10, 2007 

Mr. GRAVES. Madam Speaker, I proudly 
pause to recognize Austin Abarr, a very spe-
cial young man who has exemplified the finest 
qualities of citizenship and leadership by tak-
ing an active part in the Boy Scouts of Amer-
ica, Troop 45, and in earning the most pres-
tigious award of Eagle Scout. 

Austin has been very active with his troop, 
participating in many Scout activities. Over the 
many years Austin has been involved with 
Scouting, he has not only earned numerous 
merit badges, but also the respect of his fam-
ily, peers, and community. 

Madam Speaker, I proudly ask you to join 
me in commending Austin Abarr for his ac-
complishments with the Boy Scouts of Amer-
ica and for his efforts put forth in achieving the 
highest distinction of Eagle Scout. I am hon-

ored to represent Austin in the United States 
House of Representatives. 
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IMPLEMENTING THE 9/11 COMMIS-
SION RECOMMENDATIONS ACT 
OF 2007 

SPEECH OF 

HON. ANTHONY D. WEINER 
OF NEW YORK 

IN THE HOUSE OF REPRESENTATIVES 

Tuesday, January 9, 2007 

Mr. WEINER. Madam Speaker, I rise today 
to call upon my colleagues to address the very 
real threat to the security of rail passengers in 
America. I am a supporter of the 9/11 Com-
mission Bill and commend the Speaker and 
Chairman THOMPSON for their leadership in at 
long last implementing the basic reforms di-
rected by the 9/11 Commission. 

But the 9/11 Commission’s recommenda-
tions were but a first step. Since the Commis-
sion completed its work, the evolution of ter-
rorism has continued in countries around our 
planet, and we cannot turn a blind eye to the 
vulnerabilities that we face in this Nation—par-
ticularly those vulnerabilities that are being 
routinely targeted by terrorists in other parts of 
the world. Most notably, as demonstrated by 
the bombings in Madrid in 2004, London in 
2005, and Mumbai in 2006—the passenger 
rail and transit system in this country is a high- 
risk target and we must address this critical 
security need immediately. 

We rightfully have devoted extensive efforts 
towards securing aviation, but now it is time to 
devote significant resources towards one of 
this country’s most vital economic assets. 

Each weekday, there are 11.3 million pas-
sengers using some form of rail and mass 
transit. That’s more than 5 times as many 
people taking air passenger trips. At New 
York’s Penn Station alone—there are over half 
a million people passing through; that is more 
passengers than at our two busiest air hubs— 
Chicago and Atlanta—combined. And yet, on 
average, we have spent $9 per air passenger 
compared to 1 penny per rail and mass transit 
passenger. 

The Secretary of Homeland Security often 
states that it is the management of risk and 
not the elimination of risk that is the core prin-
ciple for DHS—and the management of risk 
requires the prioritization of risk based on 
three key components: threat, vulnerability, 
and consequence. 

Passenger rail facilities have a high pas-
senger density, which creates the potential for 
a spectacular attack that is intended to instill 
fear—we know this is what our enemies look 
for when planning attacks. We know that they 
have already mounted vicious attacks in Ma-
drid, London, and Mumbai over the last 3 
years, and even before 9/11—in Paris and 
Tokyo. This threat is real, it is serious, and it 
is not going away. 

We also know that if anything were to hap-
pen to disrupt our passenger rail system, the 
economic consequences and impacts on our 
way of life would be devastating. 

Finally, we know that most of our major pas-
senger rail facilities are old, in some cases 
falling apart, lack modern security enhance-
ments built into the station design, and would 

be unable to recover quickly from even a 
minor attack. They have not been retrofitted, 
reinforced, or rebuilt in ways consistent with 
today’s threat environment. 

Thus, our passenger rail system is clearly at 
a high risk based on all three components— 
threat, vulnerability, and consequence. And 
this risk must be managed better. 

Now some people argue that because the 
rail system in our country is open and dynamic 
and therefore impossible to secure like other 
parts of the transportation system, that we 
should not spend a lot of money trying—that 
it becomes a ‘‘slippery slope.’’ To the contrary, 
to do nothing in the face of such demonstrated 
high risk is irresponsible. 

Rail and transit authorities have made ef-
forts to improve security. However, authorities 
are having a difficult time identifying resources 
that can be used for capital improvements. In 
fact, between 2001 and 2003 over $1.7 billion 
was spent on security efforts for rail and tran-
sit by state and local authorities, but 75 per-
cent was used just for overtime and other 
labor-intensive security operating expenses. 
While these measures are a key part of secur-
ing open facilities like rail stations, their costs 
leave very little money for the much needed 
capital investments in security. 

The American Public Transportation Asso-
ciation estimated that it cost State and local 
transportation authorities nearly $1 million a 
day during the 36 days of high alert status 
after the July 2005 London bombings—and 
this number does not even include the costs 
incurred in the additional efforts of New York 
and New Jersey’s random searches. 

No matter what we may have planned, the 
fact is that we will end up devoting tremen-
dous resources should there be a rail attack. 
I would rather see us be strategic in our in-
vestments than be reactive every time a new 
threat is evident. Targeted investments in cap-
ital security enhancements at our most critical, 
high-risk locations will serve us during normal 
and heightened alerts and can possibly reduce 
our operating costs by leveraging the capa-
bility of people on the scene. 

The Federal Government does not have to 
do this alone. We constantly hear about the 
importance of public-private partnerships, yet 
we have few positive examples to point at. 
The rail system has the opportunity to lever-
age the investments of private developers who 
seek to benefit from transit-oriented develop-
ment. As we address capital security invest-
ments in passenger rail facilities, Congress 
should acknowledge and even encourage 
these public-private partnerships by providing 
a way for private developers to be guaranteed 
that the Federal Government’s commitment to 
long-term projects is real. The current home-
land security annual grant cycle is a road 
block for these larger projects, and it is critical 
to our Nation’s security and fiscal well-being 
that we take advantage of such investment 
opportunities as they arise. 

From 9/11 through 2005 we have spent ap-
proximately $20 billion on aviation security, but 
only $500 million on rail and transit security. 
We can and must do better than this. I call on 
my colleagues to join me in this Congress to 
address the critical issue of capital invest-
ments in our rail passenger security. 

After Madrid and London, we can have no 
more excuses. 
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